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18 August 2021 
 

 
 Reference: OIA-2020/21-0753 

Dear 
 
Official Information Act request relating to Counter-terrorism system capability review 
 
I refer to your Official Information Act 1982 (the Act) request, received by the Department of 
the Prime Minister and Cabinet (DPMC) on 7 July 2021. You requested: 
 

“…a copy of the counter-terrorism system capability review. Please include advice, 
briefings, reports, aides memoire and memos related to the findings of the review and 
proposed priority actions...” 

 
 
I note the timeframe for responding to your request was extended by 10 working days to 
allow for further consultation to be undertaken. Following this, I am now in a position to 
respond. 
 
A search of information relevant to your request held by the National Security Group within 
DPMC was undertaken. Please find copies of the following documents enclosed:  
 

Item Date Document Description/Subject 
 

1.  June 2020 Countering Terrorism and Violent Extremism System Capability 
Review: Paper 1 and CT / CVE System Capability Landscape 

2.  19 June 2020 CT Strategy Implementation Plan - 2020 

3.  1 April 2021 Counter-Terrorism Work Programme 2021 

4.  11 November 
2020 

Cover Sheet for SIB Item 4  

5.  11 November 
2020 

Counter-Terrorism System Capability Review  

6.  11 November 
2020 

Counter-Terrorism System Capability Review:  
Proposed Priority Development Initiatives 

 
Some information has been withheld in these documents under the following sections of the 
Act: 

• section 6(a), as the making available of that information would be likely to prejudice 
the security or defence of New Zealand or the international relations of the 
Government of New Zealand;  

• section 9(2)(a), to protect the privacy of natural persons; 

• section 9(2)(ba)(i), protect information which is subject to an obligation of confidence 
or which any person has been or could be compelled to provide under the authority of 
any enactment, where the making available of the information would be likely to 
prejudice the supply of similar information, or information from the same source, and 
it is in the public interest that such information should continue to be supplied; 
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• section 9(2)(f)(iv), to maintain the constitutional conventions for the time being which 
protect the confidentiality of advice tendered by Ministers of the Crown and officials; 

• section 9(2)(g)(i), to maintain the effective conduct of public affairs through the free 
and frank expression of opinions by or between or to Ministers of the Crown or 
members of an organisation or officers and employees of any public service agency 
or organisation in the course of their duty; and 

• Section 9(2)(g)(ii), to maintain the effective conduct of public affairs through the 
protection of such Ministers, members of organisations, officers, and employees from 
improper pressure or harassment. 

 
You will note two parts of the Counter-Terrorism System Capability Review are enclosed. 
Two further items comprise this Review. I have decided to withhold these parts in full under 
sections 6(a), 9(2)(ba)(i), and 9(2)(g)(i) of the Act, as outlined above.  
 
Three of the items enclosed: Cover Sheet for SIB Item 4, Counter-Terrorism System 
Capability Review, and Counter-Terrorism System Capability Review: Proposed Priority 
Development Initiatives, were prepared for the Security and Intelligence Board (SIB). In 
addition to these three items, a fourth document, CVE System Capability Landscape, was 
also presented to SIB. I have decided to withhold this document in full under sections 6(a), 
9(2)(ba)(i), and 9(2)(g)(i) of the Act as outlined above. If you are interested, some information 
about SIB can be found online at: https://dpmc.govt.nz/our-programmes/national-security-
and-intelligence-oversight/national-security-governance-structure/odesc-governance-boards. 
 
You have the right to ask the Ombudsman to investigate and review my decision under 
section 28(3) of the Act. 
 
This response will be published on DPMC’s website during our regular publication cycle. 
Typically, information is released monthly, or as otherwise determined. Your personal 
information including name and contact details will be removed for publication. 
 
 
Yours sincerely 

Tony Lynch  
Deputy Chief Executive, 
National Security Group 
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1 Introduction 

1.1 Purpose 
The Counter-Terrorism System Capability Review (‘the review’) was 
commissioned to provide the Counter-Terrorism Coordination 
Committee (CTCC) with: 
 a high-level view of system capabilities for countering terrorism

and violent extremism (CT / CVE)1

 options for enhancing those capabilities.

The review’s objectives are to: 
 support the CTCC to ensure CT / CVE capabilities across

government are integrated, effective, efficient and reflect New
Zealand’s values

 inform the CTCC’s response to the findings of the Royal
Commission of Inquiry into the Attack on Christchurch Mosques[2]

 inform future versions of the CTCC’s annual work programme
 potentially, provide agencies with information to support the

development of investment cases and Budget bids, in particular to
demonstrate alignment to system priorities.

This paper presents a system view of capabilities and proposes 
candidates for development. 

It has been kept at the RESTRICTED level to facilitate sharing. In 
some areas this has meant limiting the amount of detail presented. 

Further context is provided in Annex 1. 

1 Terrorism and violent extremism are not conflated here. Terms are linked because the 
capabilities required to counter them are essentially the same. 

1.2 Approach 
The review began in February 2020. A structured approach was 
adopted to help ensure a balanced range of views is represented, 
including those of agencies not traditionally seen as central to 
countering terrorism and violent extremism. 

Progress was disrupted by the Covid-19 lockdown, ongoing 
challenges in engaging with agency representatives who were 
working on Covid response, and the second extension of the time 
available for the Royal Commission of Inquiry. In response, 
consultation was limited to agency representatives and the approach 
was adjusted to refocus this stage and paper on: 
 developing, for the first time, a shared view across all capabilities

required to counter terrorism and violent extremism
 identifying shared priorities for development.

Figure 1: Updated stage approach. 

A working group representing a subset of CTCC and social sector 
agencies was convened to support opportunity identification. 

[2] christchurchattack.royalcommission.nz

Define the capability landscape Propose development priorities

 Understand strategic context

 Inventory existing capabilities and
identify potential gaps

 Develop an evaluation approach

 Present a comprehensive
capability landscape

 Identify common themes, focus
areas and likely priorities

 Explore capability development
opportunities

 Propose initial focus areas and
next-step activity
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2 Capability landscape 
The model presented in this section is designed to inform system-
level decisions on capability investment and management, both now 
and into the future. 

2.1 Modelling approach 
‘Business capabilities’ are expressions of what[3] organisations must 
be able to do to implement their strategies and deliver target 
outcomes. They may be: 
 deployed individually or in combination to fulfil business functions
 defined to multiple levels of detail. Modelling in this paper is limited

to two tiers so as to maintain its focus at the system level. 

Figure 2: Capability-strategy relationship. 

[3] Rather than how functions are delivered.

In order to deliver value successfully and sustainably, capabilities: 
 require a well-understood stakeholder and ‘customer’ base that is

effectively supported to derive value from them 
 must be comprehensive and coherent, effectively integrating

people, competencies, processes, information, technology, 
facilities, equipment and other resources 

 should be operated by the parties best placed and most
appropriate to deliver them

 require active governance and coordination.

Capability modelling is an appropriate approach for establishing a 
system-level view of CT / CVE activity as capability-based design: 
 recognises capabilities may be deployed for different purposes at

different times, supporting agencies to be flexible to respond to 
evolving priorities in line with New Zealand’s ‘all hazards, all risks’ 
approach to national security risk management 

 supports capability sharing in a range of forms and degrees of
formality

 facilitates the identification of opportunities and priorities for
enhancement, including where partners can assist each other.

The modelling approach aligns to commonly accepted standards for 
business capability architecture, with some adjustments to support 
shared understanding across the range of agencies working in 
different parts of the system. These include: 
 emphasising the use of plain-English, objective-focused labelling
 allowing repetition to support clarity.

Guides investment, 
coordination and 

tasking
Deployed to enable 

operations and 
deliver strategy

Establish and 
enhance capabilities

Strategy

Business capabilities

Development programmes
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National counter-terrorism strategy 
The national counter-terrorism strategy[10] and supporting work 
programme emphasise threat reduction whilst also preparing for 
incident response. 

Figure 6: Risk reduction-focused strategy. 

A range of traditional (e.g. law enforcement, security intelligence, 
safety regulators) and non-traditional agencies (including from the 
social, health and education sectors) are partnering to deliver the 
strategy. 

[10] Countering Terrorism and Violent Extremism: National Strategy Overview, September 2019,
UNCLASSIFIED.
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Annex 2: Capability descriptions 
The descriptions presented here were developed to: 
 help clarify capability scope and boundaries (they are illustrative

and not necessarily complete)
 inform ongoing evaluation and prioritisation.

Core capabilities 
Seven core capability areas are presented. The first – address the 
causes of violent extremism – includes capabilities most often led by 
agencies in the social sector (though not always – for instance the NZ 
Police is active in this space). While CT / CVE benefits should accrue 
from work in this area, they will often be secondary to other social 
outcomes being sought and may not be made explicit. The remaining 
six areas are more often deployed directly towards countering 
terrorism and violent extremism. 

Address the causes of violent extremism 
Engage and work effectively with our communities 
The ability to (see also page 22): 
 understand community views, needs and expectations of

government and the CT / CVE system
 build and maintain social licence to operate in this often sensitive

domain, including through being seen to de iver on commitments
 provide communities with the information they need to engage with

the system, and support them to do so
 maintain the trust and confidence required for individuals and

communities to feel safe and willing to proactively engage with
agencies, for example when they observe concerning behaviours.

Develop, support and promote social inclusion and resilience 
programmes 
The ability to identify, develop, deliver, evaluate and / or support (e.g. 
through funding) social inclusion and community resilience initiatives 
that will help address causes of violent extremism, including through: 
 fostering recognition, acceptance, participation and positive

interactions
 addressing prejudice, unfairness and discrimination.

Understand the threat environment 
Research, assess and report strategic trends, threats, risks and 
mitigations 
The ability to: 
 develop, maintain, evaluate and share baseline views of the

terrorism and violent extremism threat-scape both within and
relevant to New Zealand

 plan, direct and conduct strategic CT / CVE analyses, including of
historic cases and outcomes to help inform future investigation
targeting

 research and forecast ‘over the horizon’ threat sources and vectors
before they manifest

 identify, assess, reassess and communicate threat types and their
implications as they emerge over time

 research, develop and share information on effective counter-
measures

 explore and review information requirements to support the above
 effectively manage risk frameworks, individual risks, and

associated communication and effort integration
 provide threat and risk assurance information.
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Understand terrorist and violent extremist ideologies 
The ability to identify and assess existing, emerging and evolving 
ideologies. This includes understanding ideological ‘cultural’ elements 
such as sources of inspiration, phraseology, symbology and modes of 
dress. 

Understand the drivers, processes, indicators and implications 
of radicalisation 
The ability to inform threat and risk management through 
understanding: 
 behavioural and other indicators associated with violent extremism
 motivations and pathways to radicalisation and mobilisation
 links between radicalisation risk and potentially related vulnerability

factors, for example mental illness
 the practical implications of offshore influences on radicalisation
 relationships between crime, criminal relationships and violent

extremism.

Prevent and counter violent extremism 
Challenge terrorist and violent extremist narratives 
The ability to work with, within and on behalf of communities to 
challenge terrorist and violent extremist ideologies and hate speech 
(links to the capability to eliminate relevant objectionable content – 
see page 18), and to promote social inclusiveness. 

This includes the ability to identify, develop and utilise appropriate 
communication content, channels and spokespeople (links to 
enabling communications management capabilities – see page 22). 

Support at-risk groups to resist radicalisation 
The ability to identify, educate and support individuals and groups 
who may be vulnerable to self-radicalisation or targeted for 
recruitment by terrorist or violent extremist groups. This includes the 
ability to: 
 identify, design and implement effective resilience support

mechanisms in cooperation with communities
 manage the risk of inadvertent alienation and / or stigmatisation.

Support people with violent extremist ideologies to disengage 
The ability to identify, design and apply appropriate tailored 
interventions and case management to support the disengagement, 
rehabilitation and community reintegration of individuals known to 
follow extremist ideologies. This includes the ability to assess the 
nature and degree of risk posed by such individuals (links to the 
ability to conduct investigations – see page 18). 

Counter the means and support that enable terrorism 
The ability to detect and neutralise access to mechanisms, training 
and materiel enabling terrorism, for example through anti-money 
laundering controls, border controls and firearm access controls. 

This includes the ability to: 
 identify and formally designate terrorist entities to enable the

criminalisation and disruption / suppression of recruitment,
participation and support activities, including in accordance with
foreign policy and international obligations

 administer and disseminate designation information
 exercise powers pursuant to the formal designation of terrorist

entities.
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Reduce terrorist and violent extremist content, and address its 
consequences 
The ability to identify, detect and prevent the dissemination of, or 
otherwise limit exposure to, objectionable material relevant to 
terrorism and violent extremism. 

The ability to identify and evaluate actual and anticipated 
consequences of hate speech and violent extremist content, then to 
design, apply and evaluate interventions to address those 
consequences (may link to social inclusion and resilience 
programmes – see page 16). 

This may also include supporting activities such as liaison, 
monitoring, assessment, case management and enforcement. 

Detect and investigate threats 
Specify and communicate intelligence requirements 
The ability to identify, prioritise and communicate clear and actionable 
requirements that drive and inform criminal and security intelligence 
discovery, investigation and analysis. 

Generate and manage leads 
The ability to effectively generate, record and triage enquiry and lead 
information: 
 proactively, e.g. through focused discovery initiatives
 reactively, e.g. as a result of border screening, reporting by the

public, or reporting by partner agencies (domestic or international)
 on a 24*7 basis when necessary, e.g. due to international travel or

in reaction to social media activity suggesting an attack is
imminent.

This includes, or will be dependent on, supporting capabilities to: 
 develop lead source channels and triggers (links to collaboration

and communication capabilities – see page 22)
 source, manage and analyse information, including complex

datasets (see page 23).

Conduct security intelligence and criminal investigations 
The ability to manage full investigation lifecycles from lead 
development, prio itisation and tasking through to reporting and 
potential handover for disruption and / or prosecution – all in a timely 
and efficient manner. This includes supporting capabilities such as: 
 overt and covert information and evidence collection methods, e.g.

observation, liaison, interviewing, surveillance, technical
operations, online operations, forensics, research and more

 processing, analysis and decision-making – including in specialist
domains such as financial intelligence

 case management and record-keeping
 compliance monitoring and management.

Understand the capabilities and intentions of those with terrorist 
and violent extremist ideologies 
The ability to evaluate and report on the influences, capabilities, 
motivations and intentions of individuals and groups identified as 
following or espousing terrorist or violent extremist ideologies. This 
includes threats within New Zealand and threats to New Zealanders 
and New Zealand’s interests overseas. 
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Generate and disseminate intelligence reporting 
The ability to generate and deliver reporting that: 
 has impact, i.e. it meets well-understood audience needs and is

clear and actionable
 is timely and delivered via appropriate channels to all those with a

valid need-to-know – this includes the ability to generate and 
disseminate threat warnings on a 24*7 basis when necessary 

 is appropriately access controlled.

Manage residual risks 
The ability to ensure individuals and groups assessed as being of 
interest / concern are not permanently ‘forgotten’ once an 
investigation is complete, including through maintaining records and 
incorporating appropriate triggers to inform future lead discovery work 
– all within the bounds of legislation and policy governing the
retention and management of historic / closed records.

The ability to ensure residual risk management is well integrated with 
wider CT / CVE threat and risk management (see page 16). 

Protect people and places 
Protect, support and enable individuals, communities and other 
groups at increased risk of being targeted 
The ability to: 
 understand who may be at increased risk domestically and

offshore, including through ensuring there are effective channels
for managing incoming information

 develop and issue relevant advice, guidance and direct
interventions (e.g. funding community-led initiatives) through
appropriate channels and with understanding of audiences and
their needs (see page 22)

 provide protective security measures when it is appropriate to do
so directly

 review and adjust protective measures over time.

Secure events, locations and infrastructure at increased risk of 
being targeted 
The ability to mitigate risk through identifying, assessing, prioritising 
and addressing factors making events, places and infrastructure 
(physical and digital) vulnerable to, and / or targets for, attack. 
Examples include crowded places, major events, transport systems, 
utilities and border control spaces. 

This includes the ability to collaborate and share vulnerability and 
response information with all parties having protective security 
responsibilities, including those in the community and private sectors. 

Disrupt threats and illegal activity 
The ability to perform law and regulatory enforcement activities, e.g.: 
 monitoring and enforcing compliance, e.g. with control orders
 issuing warnings
 exercising statutory powers of detention and arrest
 disrupting and prosecuting criminal activities, e.g. relevant acts of

preparation, planning, recruitment, participation in a terrorist group
(including international travel in order to participate) financing
terrorism, etc.

This capability is closely related to the countering of means and 
support for terrorism (see page 17) and the elimination of 
objectionable material (page 18). 
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Respond to incidents 
Respond rapidly and proportionately to incidents 
The ability to effectively sustain an agreed level of capacity and 
readiness to respond to suspected or known terrorist attacks how, 
when, where and at the scale required. This includes testing plans 
and demonstrating preparedness through inter-agency personnel 
mobility (supporting surge capacity), scenario planning, cross-training 
and exercises (links to system monitoring – see page 21). 

The ability to immediately respond to a terrorism incident in one or 
more locations in order to: 
 preserve life and safety
 develop situational awareness
 prevent escalation, neutralise threats and apprehend offenders
 contain situations, e.g. via evacuation, fire management,

hazardous material identification and neutralisation, location
security, tightened border controls...

This includes the ability to rapidly assess needs, to structure, manage 
and integrate a response, and to equip and scale it up as required. 

Manage incident consequences 
The ability to understand and manage the immediate consequences 
of an incident, possibly while elements of the initial response 
continue. This may include, for example, the ability to: 
 treat and / or identify victims
 extend physical security measures
 address the risk of follow-up, copycat and / or revenge attacks
 restore essential services and ensure their continuity
 shelter, feed and support displaced people (welfare management,

logistics management)
 provide support to New Zealanders overseas

 coordinate offers or requests for international support
 inform and support foreign missions to fulfil their obligations to their

nationals affected by an incident in New Zealand.

Support decision-makers 
The ability to provide information, advice and support that enables 
right-sized governance and oversight of the response to an incident, 
including in accordance with the Coordinated Incident Management 
System, National Security System and National CT Handbook as 
applicable. 

Manage public and targeted communications 
The ability to, in a timely fashion: 
 coordinate the provision of appropriate and clear information and

safety messages to the public through suitable channels
 identify, engage and communicate with groups requiring additional

information and support, in particular those targeted by an attack
 monitor media activity and liaise with media organisations
 monitor and manage communications through diplomatic channels

and international media.

Manage offenders 
The ability to: 
 build and prosecute criminal cases (links to the ability to conduct

investigations – see page 18)
 manage suspects in custody and monitor those released subject to

conditions.
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Recover from terrorism incidents 
Support the welfare and recovery of victims, families, 
communities and organisations 
The ability to understand the needs of affected individuals, 
communities and organisations, and to work appropriately with and 
for them, in order to: 
 support them to navigate the aftermath of an incident
 address longer-term physical, psychological, social, financial,

economic and / or environmental consequences. 

Effective support should also prevent further victimisation and / or 
address the risk of survivors themselves becoming radicalised. 

Improve system preparedness 
The ability to review and apply experience to improve the CT / CVE 
system. This includes ensuring learnings inform policies, processes, 
doctrine, education, incident readiness (see page 20) and future 
system reviews (see below). 

Enabling capabilities 
Enabling capabilities are foundational. They may be deployed to 
manage the system or in support of any core capability  

Coordinate the system 
Set strategic priorities and plans 
The ability to develop, test, consult on, approve, report and evaluate 
strategic priorities, risk thresholds and plans (e.g. incident response 
and recovery plans) across the CT / CVE system. 

Coordinate functions, capabilities and change 
The ability to: 
 plan, coordinate and integrate functions and capabilities at the

system level
 agree how agencies will work together and with community groups

and other organisations to manage prevention, protection and
response work appropriately and effectively

 define, agree, communicate and operationally manage agency
responsibility boundaries and transition / handover points 

 collectively set expectations and share information between
agencies on an ongoing basis to help manage the risk activities 
come into conflict or that capabilities are unnecessarily duplicated 

 identify inter-organisational and international collaboration,
secondment and training / cross-training needs and opportunities
(links to shared capability operation – see page 23)

 plan, deliver and integrate new capabilities and capability
enhancements, both through incremental improvement and more
substantial / structured change initiatives

 ensure system-level coordination is right-sized and does not
impose unnecessary overheads on agencies.

Monitor and review system performance 
The ability to: 
 specify, track and report appropriate success criteria and

assurance information
 inform and support oversight bodies
 plan, run and review exercises (links to maintaining response

readiness – see page 20)
 translate learnings into system improvements.
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Administer legislation and regulation 
This includes the implementation and proactive stewardship of 
legislative and regulatory frameworks to provide assurance they 
uphold the rule of law, remain fit-for-purpose and are consistent with 
democratic rights and freedoms. 

Advise and support decision-makers 
The ability to provide policy, legal and technical advice that is timely, 
evidence-based and of high quality. This includes ensuring there is 
consistency with: 
 the Treaty of Waitangi
 human rights, criminal justice and cyber security policy
 New Zealand’s international obligations.

Collaborate and communicate 
Manage stakeholder relationships and engagement 
The ability to: 
 identify, develop and manage enduring and effective domestic and

international partnerships and stakeholder relationships across the
public (central and local government), community, academic and
private sectors

 understand stakeholder information and support needs
 understand how stakeholders may contribute to countering

terrorism and violent extremism, including parties not traditionally
seen as working in this domain

 establish and manage formal agreements where these are
appropriate

 effectively and sustainably coordinate engagement and
consultation, demonstrating openness, accountability and system
integration.

Deliver public information and guidance 
The ability to sustainably identify, develop and deliver (through 
appropriate channels, including via third parties) appropriate 
audience-specific and public communications and guidance 
regarding, for example (not limited to): 
 the domestic and international threat environment
 how to stay safe
 how to respond to incidents
 accessing assistance
 recognising signs of radicalisation
 how to report concerns
 protective security obligations and solutions, including educating

people for whom parties have a duty of care.

Build internal system awareness and understanding 
The ability to ensure agencies possess the awareness and capability 
(including cultural and diversity competencies and representation) 
required to: 
 design and deliver public services that are inclusive, respectful,

relevant to community needs, informed by Te Tiriti o Waitangi, and
reflect New Zealand’s values

 work sensitively and effectively with and on behalf of communities,
for example (not limited to) ethnic, faith and LGBTQI+ communities

 build baseline understanding of CT / CVE issues within the
government workforce.

Rele
as

ed
 un

de
r th

e O
ffic

ial
 In

for
mati

on
 Act 

19
82



RESTRICTED 
CT / CVE system capability landscape and development opportunity themes 

DPMC: 4220475 Page 23 of 23 
RESTRICTED 

Share and leverage system capabilities 
The ability to: 
 share knowledge of agency capabilities that may be made

available to others
 share expertise and resources across the system, including to help

meet surge demand
 establish, provision, manage and govern capabilities as shared

services when appropriate, to drive system effectiveness and / or
efficiency improvements.

Contribute to international efforts 
The ability to lead or otherwise meaningfully contribute to international 
CT / CVE initiatives that align to New Zealand’s values, including via: 
 engagement, cooperation and advocacy, including through

participation in multi-lateral fora
 meeting United Nations reporting requirements
 secondments and deployments
 providing and / or funding capability development programmes.

Manage, share and utilise information / data 
The ability to: 
 identify information requirements and sources
 secure and manage holdings
 maintain appropriate cross-system awareness of available

holdings
 manage appropriate access, collaboration  sharing and transfer

within and between domestic and international organisations
 agree and utilise standards to support cross-system understanding

and sharing
 link, ‘mine’ and analyse large and complex datasets.
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Cover Sheet for SIB Item 4 

Meeting Date 11 November 2020 

Sponsoring Agency Counter-Terrorism Coordination Committee 

Item Title CT Update: CT System Capability Review 

Purpose 

1. This item reports on the findings of the Counter-Terrorism Coordination Committee’s

(CTCC’s) review of government capabilities for countering terrorism and violent

extremism. SIB is asked to endorse the review’s proposed priority development initiatives,

as the basis of the next iteration of the CT Work Programme subject to any changes /

additions that might arise from the Royal Commission of Inquiry’s (RCOI’s) report.

Recommendations 

2. It is recommended that SIB:

a. Note both the landscape view of system capabilities and the high-level

capability maturity evaluations (Item 4C);

b. Note the key capability challenge areas;

c. Endorse the seven proposed priority development initiatives as the basis of

the next iteration of the CT Work Programme, subject to the findings /

recommendations of the Royal Commission of Inquiry; and

d. Note the proposed cycle for future CT System Capability Reviews.

Comment 

3. The CT System Capability Review was commissioned to provide an overview of

capabilities for countering terrorism and violent extremism, and options for enhancement.

As the first stage of the review, in June 2020 the CTCC ratified a system landscape view

across CT / CVE capabilities. Two sets of recommendations for SIB were then endorsed

by the CTCC at their most recent meeting on 22 October:

• Assessed key capability challenge areas; and

• Proposed priority development initiatives.

4. The CTCC is seeking SIB’s endorsement of the seven proposed priority development

initiatives, as the basis of the next iteration of the CT Work Programme. The finalisation

of this Work programme will be subject to any changes / additions that might arise from

the findings and recommendations of the RCOI’s report. These will be considered by the

___________

_______-____
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11 November 2020 

Members 

Security & Intelligence Board 

Counter-Terrorism System Capability Review 

Purpose 

1. This paper reports on the findings of the Counter-Terrorism Coordination Committee’s

(CTCC’s) review of government capabilities for countering terrorism and violent

extremism. SIB is asked to endorse the review’s proposed priority development initiatives,

as the basis of the next iteration of the CT Work Programme subject to any changes /

additions that might arise from the Royal Commission of Inquiry’s (RCOI’s) report.

Background 

2. The CT Work Programme agreed by SIB and overseen by the CTCC includes a ‘CT

system capability review’ workstream. The eview was commissioned to provide an

overview of capabilities for countering terrorism and violent extremism, and options for

enhancement. Its objectives were to:

• Support the CTCC to meet the CT Strategy’s goal that ‘our capabilities across

government are integrated  effective, efficient, and reflect our values’;

• Inform future iterations of the CTCC’s annual work programme;

• Inform the response to the findings of the Royal Commission of Inquiry into the Attack

on Christchurch Mosques; and

• Potentially, provide agencies with information to support the development of

investment cases and Budget bids through demonstrating alignment to system

priorities.

3. The eview was led by DPMC and ran between February and August 2020. CTCC

members and representatives of other agencies contributed through a series of meetings

and group workshops, as well as through discussion at CTCC meetings.

4. As the first stage of the review, in June 2020 the CTCC ratified a system landscape view

across CT / CVE capabilities, consisting at the top level of seven core capabilities and two

enabling capabilities (Item 4C, with high-level capability maturity evaluations for each).

Two sets of recommendations for SIB were then endorsed by the CTCC at their most

recent meeting on 22 October:

• Assessed key capability challenge areas; and

• Proposed priority development initiatives.

____________

____________
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work programme and maintain strong linkages to ensure CT / CVE components are 

reflected within it. 

Next steps – the CT Work Programme 

11. The CT System Capability Review has been deliberately timed to ensure that it has been

completed and considered / endorsed by SIB prior to the RCOI’s report. This:

• Has ensured that the review process represents the collective view of CTCC agencies

without being directly influenced by the RCOI’s findings; and

• Will enable the RCOI’s recommendations to be considered against a CT capability

landscape and set of development priorities that have already been established by the

CTCC and SIB.

12. If endorsed by SIB, the seven priority development initiatives summarised above will form

the basis of the next iteration of the CT Work Programme, subject to any changes /

additions that might arise from the findings and recommendations of the RCOI’s report.

These will be considered by the CTCC as part of the RCOI report response and the

finalised CT Work Programme will be provided to SIB in early 2021 for agreement.

13. The CTCC has endorsed an annual cycle of capability maturity evaluations to assess the

progress being made and inform future updates to the CT Work Programme. A full CT

System Capability Review will be conducted every three years.

Recommendations 

14. It is recommended that SIB:

a. Note both the landscape view of system capabilities and the high-level

capability maturity evaluations.

b. Note the key capability challenge areas.

c. Endorse the seven proposed priority development initiatives as the basis

of the next iteration of the CT Work Programme, subject to the findings /

recommendations of the Royal Commission of Inquiry.

d. Note the proposed cycle for future CT System Capability Reviews.

____________

____________
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