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Information withheld in full 

There is a briefing identified in scope of Part [2] of your request dated 18 January 2024 
“Briefing: Countering Foreign Interference”. This briefing has been withheld in full under the 
following sections of the Act: 

• section 6(a), to protect the security or defence of New Zealand or the international
relations of the Government of New Zealand

• section 9(2)(f)(iv), to maintain the confidentiality of advice tendered by or to
Ministers and officials.

Where section 9 has been applied, in making my decision, I have considered the public 
interest considerations in section 9(1) of the Act. No public interest has been identified that 
would be sufficient to outweigh the reasons for withholding that information. 

You have the right to ask the Ombudsman to investigate and review my decision under 
section 28(3) of the Act. 

This response will be published on DPMC’s website during our regular publication cycle. 
Typically, information is released monthly, or as otherwise determined. Your personal 
information including name and contact details will be removed for publication. 

Yours sincerely 

Bridget White  
Executive Director, National Security 
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Aide-Mémoire 
National Security and Intelligence Meeting on 

To: Rt Hon Christopher Luxon 
Minister for National Security and Intelligence 
 

From: Bridget White, Executive 
Director, National Security  

Date: 22/02/2024 

Briefing Number: DPMC-2023/24-752 Security Level: RESTRICTED 

Purpose 

1. 

2.  

a. Review of the Intelligence and Security Act 2017 

Item 1: Review of the Intelligence and Security Act 2017 

3. 

 

4.  

5. 

6. 

6(a)

[Not in Scope]

9(2)(f)(iv)

9(2)(f)(iv)

 

 

9(2)(f)(iv)

9(2)(f)(iv)
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11. 
 

12. 

 

9(2)(f)(iv)

[Not in Scope]
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Bridget White 
Executive Director 
National Security Group 

Rt Hon Christopher Luxon 
Minister for National Security and 
Intelligence 

22/02/2024   

 

Attachment: Title Security classification 

Attachment A: NSI Officials Meeting Agenda  RESTRICTED 
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Attachment A 

NSI Officials Meeting Agenda  
 

Date/Time 

Venue 

Lead Official/Facilitator Rebecca Kitteridge (CE DPMC)  
Paul Winter (NSI PS) 

Attendees   Rt Hon Christopher Luxon 

Invited Officials Bridget White (Executive Director, National Security Group, DPMC) 
Brendan Gage (Policy Advisor, Policy Advisory Group, DPMC) 
Halia Haddad (Acting Director National Security Policy, DPMC) 
Pip Swaney (Manager, Security and Intelligence Policy, DPMC) 

Apologies TBC 

 

Item  Topic Lead 

1 Introductions Rebecca Kitteridge 

2 National Security Legislation Priorities (15 minutes) 

 Response to the Review of the Intelligence and Security Act 

Rebecca Kitteridge 

3 Bridget White 

4 Close and Action Points  Rebecca Kitteridge 
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Briefing: Review of the Intelligence and Security Act – 

options for the government response 

Date: 23/02/2024 Report No: DPMC-2023/24-425 

Security Level: RESTRICTED 

Priority level: Routine 

Action sought Deadline 

Rt Hon Christopher Luxon 
Prime Minister 
Minister for National Security and Intelligence 

agree to 
recommendations 

forward to Hon Judith 
Collins, Minister 
Responsible for the 
GCSB and NZSIS 

For 
discussion 
at NSI 
meeting 

Name Position Telephone 1st Contact 

Bridget White Executive Director 

National Security Group 

 

Lynda Byrne Principal Policy Advisor  ✓ 

 Senior Policy Advisor  

Departments/agencies consulted on Briefing 

The Government Communications Security Bureau and the New Zealand Security Intelligence Service 
were consulted. The options for the response and the preferred approach were discussed with the 
Inspector-General of Intelligence and Security. 

Minister’s Office 

Status: 

☐ Signed ☐Withdrawn

Attachments: Yes 
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Briefing 

Review of the Intelligence and Security Act – 
options for the government response 

 

To: Rt Hon Christopher Luxon 
Prime Minister, Minister for National Security and Intelligence 

Date 23/02/2024 Security Level RESTRICTED 

Purpose 
 

1. This briefing seeks your decisions on the government response to the Review of the 
Intelligence and Security Act 2017. These decisions are: 

a) confirming past Cabinet decisions on the government response; 

b) agreeing a revised approach to responding to the remaining recommendations; 

c) discussing recommendations relating to the Intelligence and Security Committee (ISC) 
with the ISC; and 

d) delegating joint responsibility for the response to the Minister Responsible for the GCSB 
and the NZSIS. 

 

Key Points 
 

2. The government response to Taumaru: Protecting Aotearoa New Zealand as a Free, Open 
and Democratic Society: Review of the Intelligence and Security Act 2017 (the Review) is 
underway. The previous Cabinet agreed to the objectives for the government response and 
an approach to the first five recommendations. The remaining 47 recommendations have not 
yet been considered by Cabinet. 

3. 

4. The previous government agreed to an approach which considered each of the 
recommendations in turn. This approach is resource intensive, especially in relation to the 
many recommendations that propose significant policy work to consider whether legislative 
change is needed.  

 
 

5.

9(2)(f)(iv), 9(2)(g)(i)

9(2)(f)(iv), 9(2)(g)(i)
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Recommendations 

We recommend you: 

1. note that the government response to the review of the Intelligence and 

Security Act 2017 (the Review) is underway; 
 

2. agree that the objectives for the government response agreed by the previous 

Cabinet continue to apply to the response (see paragraph 10 and Cabinet 

External Relations and Security Committee Minute of Decision ERS-23-MIN- 

0045 at Attachment B); 

YES / NO 

 

3. agree to the following proposed approach to Cabinet's previous decisions 
relating to the government response to the Review (see Table 1 and 
Attachment B): 
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23/02/2024 …….../…….../…….. 

 
 
 
 
 

 
Rt Hon Christopher Luxon 

Prime Minister 

Minister for National Security and 

Intelligence 

 

4. 

 

5. agree to discuss the recommendations the Review made about the 

Intelligence and Security Committee (ISC) with the ISC at a future meeting; 

YES / NO 

 

6. agree to delegate joint responsibility for the response to the Review to the 

Minister Responsible for the GCSB and NZSIS; and 

YES / NO 

7. forward this briefing to the Minister Responsible for the GCSB and NZSIS. YES / NO 

 

 
 
 
 
 

 
Bridget White 

Executive Director 

National Security Group 

9(2)(f)(iv)

9(2)(g)(ii)

Rele
as

ed
 un

de
r th

e O
ffic

ial
 In

for
mati

on
 Act 

19
82



Briefing: Review of the Intelligence and Security Act– options for the government response DPMC-2023/24-425 

DPMC: 4841720 Page 5 of 14 

RESTRICTED 

 

 

The Review of the Intelligence and Security Act 2017 

1. The Intelligence and Security Act 2017 (the ISA) governs the activities of New Zealand’s 
intelligence and security agencies (the New Zealand Security Intelligence Service, NZSIS and 
the Government Communications Security Bureau, GCSB) (the Agencies). It also governs the 
role of the Inspector-General of Intelligence and Security (IGIS), the Commissioners of 
Intelligence Warrants, the Intelligence and Security Committee (ISC) and the intelligence 
functions of the Chief Executive of the Department of the Prime Minister and Cabinet (DPMC). 
DPMC’s National Security Group administers the ISA. 

2. The ISA is required to be reviewed every five to seven years by two reviewers appointed by 
the Prime Minister. The first periodic review of the ISA started in March 2022, and was 
conducted by Hon Sir Terence Arnold KNZM KC and Matanuku Mahuika, and a special 
advisor, Dr Penelope Ridings MNZM. 

3. The Review was not intended to be a first principles review of the ISA. The Terms of Reference 
stated its purpose was to: 

• determine whether improvements could be made to the ISA to ensure it continues to be 
effective, clear, and fit for purpose; and 

• consider the recommendations and issues related to the ISA that were raised in the Report 
of the Royal Commission of Inquiry into the terrorist attack on Christchurch masjidain on 
15 March 2019 (the Royal Commission Report). 

4. Prior to the Review, DPMC, the Agencies, and the IGIS agreed that, while there are 
improvements that could be made, the ISA works well overall. 

5. The reviewers did not identify any issues with the ISA that require urgent legislative change, 
nor did they consider there was anything fundamentally wrong with the Act that stops the 
agencies from doing their job. However, the reviewers believed ‘several significant changes 
to the Act are required… to ensure the Act is fit for purpose and remains true to the guiding 
principle of protecting New Zealand as a free, open and democratic society’. 

6. The Review’s recommendations are set out in full at Attachment A. The Review made 52 
recommendations (33 main recommendations and 19 ‘routine improvements’), varying in 
significance and type. The Reviewers also considered the four recommendations on the ISA 
from the Royal Commission Report, which relate to the way the ISA operates in respect of the 
counter-terrorism effort. 

7. The ISC concluded its consideration of the report in May 2023, at which time it was made 
public. 

 

We seek confirmation of past Cabinet decisions on the government 
response 

8. The previous government agreed to consider policy decisions on the 52 Review 
recommendations via a series of thematically-grouped Cabinet papers, addressing them all 
in turn. 

9. In August 2023 Cabinet considered the first of these papers, setting out the overall approach 
to the response, a set of objectives for the response, and decisions on the first five 
recommendations.  
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We recommend the agreed objectives continue to guide the government response 

10. The past Cabinet decisions included a set of objectives to guide the government response, 
which we propose continue to apply: 

• Promote clear and fit for purpose legislation that enables effective intelligence and security 
agencies and the robust oversight of those agencies; 

• Maintain New Zealand’s long-standing commitment to te Tiriti o Waitangi/Treaty of 
Waitangi (the Treaty), human rights, democracy, accountability, and the rule of law for this 
multicultural country; 

• Enhance public trust and confidence in the intelligence and security agencies that meets 
expectations of transparency, through a robust policy process, with effective engagement, 
as appropriate; 

• Strengthen and promote a bi-partisan consensus on intelligence and security issues; 

• Ensure legislation continues to facilitate effective engagement and cooperation with 
New Zealand’s domestic agencies and international security partners; 

• Ensure any resulting legislation is adaptable to changing circumstances and is 
technology-neutral; 

• Ensure the intent of the recommendations is fully understood and the responses are well 
considered, and recognising that legislative change should only be recommended when it 
is the most appropriate means of achieving the policy objective. 

9(2)(f)(iv)
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Briefing: Response to the Intelligence and Security Act Review – options for the government 

response 

 

15. The remaining 47 recommendations have not yet been considered by Cabinet. We have been 
working through these to understand their underlying intent, operational impacts, and 
implications for oversight. Many of the recommendations propose the government undertakes 
further policy work to form a view on whether legislative change is needed. 
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response 

You may wish to delegate joint responsibility for the response to the Review 

26. The Minister for National Security and Intelligence is responsible for the legislative framework 
for the intelligence and security agencies. Due to this portfolio being held to date by the 
Prime Minister, for practical reasons the responsibility for the legislative process has 
previously been delegated to, or shared with, another Minister.2 

27. You may wish to discuss with Hon Judith Collins, Minister Responsible for the GCSB 
and NZSIS, the option of her jointly leading the response to the Review. We consider it 
is appropriate for you to retain joint responsibility, given your Ministerial responsibility for 
oversight of the national security and intelligence system and for setting the overall policy for 
that system. This responsibility can be confirmed in the form of a letter from you to Minister 
Collins, which we can draft with the Cabinet Office for your signature. 

 

Consultation 

 

Next steps 

32. The next steps for this work are set out in the table below. 
 

Action Details 

NSI meeting 
discussion 

We have scheduled a discussion of the ISA Review at the NSI officials’ 
meeting on  

 

2 For example, when the ISA was developed in 2016, the Minister for National Security and Intelligence and the Minister 
Responsible for the GCSB and NZSIS jointly led the policy development phase, and the Minister Responsible for the 
GCSB and NZSIS led the legislative process once policy decisions were taken. 
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Previous Cabinet 
decisions and 
proposed 
approach 

Once you have decided your preferred approach, we will prepare a draft 
Cabinet paper for your consideration setting out your decisions in 
relation to previous Cabinet decisions and the revised approach to the 
remaining recommendations. 

Discussion with 
ISC 

If you would like to discuss the Review’s ISC recommendations with the 
ISC, we will work with your office and the Clerk of the ISC to set a time 
for the ISC to meet and prepare a briefing to support the discussion. 

Delegating joint 
responsibility for 
progressing the 
response 

If you agree to delegate joint responsibility for the response to the 
Review to the Minister responsible for the GCSB and NZSIS, you may 
wish to discuss this with Hon Judith Collins and forward this briefing to 
her. We can prepare a letter from you to her outlining your decision, in 
conjunction with the Cabinet Office. 

Attachments: Title Security classification 

Attachment A: Recommendations in the Review UNCLASSIFIED 

Attachment B: 

Attachment C 

Attachment A withheld in full under section 18(d). Document is publicly available on page 
247 at:

www.dpmc.govt.nz/sites/default/files/2023-05/Taumaru%20-%20Protecting%20Aotearoa%
20New%20Zealand.PDF

Attachment B withheld under section 9(2)(f)(iv)

Attachment C withheld under sections 9(2)(f)(iv) and 9(2)(g)(i)

9(2)(f)(iv)

9(2)(f)(iv)

9(2)(f)(iv), 9(2)(g)(i)
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Date: Click here to enter a 
date. 

Report No: DPMC-2023/24-447 

Security Level: 

Priority level: Routine 

Action sought Deadline 

Rt Hon Christopher Luxon 
Minister for National Security and 
Intelligence 

agree to recommendations 01/02/2024 

Name Position Telephone 1st Contact 

Julian Grey Acting Executive Director 

National Security Group 

✓

Ryan Walsh Principal Policy Advisor, 
Strategic Coordination 

N/A 

Departments/agencies consulted on Briefing 

None on this briefing, however substantive content developed in consultation with Ministry of Foreign 
Affairs and Trade, Treasury, Ministry of Business, Innovation and Employment, Ministry of Transport, 
Department of Internal Affairs, Ministry for the Environment, National Emergency Management Agency, Te 
Waihanga (the Infrastructure Commission), New Zealand Security Intelligence Service, the Government 
Communications Security Bureau, Commerce Commission, Electricity Authority, Reserve Bank of 
New Zealand, Ministry for the Environment and LINZ.  

Minister’s Office 

Status: 

☐ Signed ☐Withdrawn

Comment for agency 

Attachments: No 

Document 3
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Briefing 
Enhancing critical infrastructure resilience 

To: Rt Hon Christopher Luxon 
Minister for National Security and Intelligence 

Date 25/01/2024 Security Level 

Purpose 

1. The Department of the Prime Minister and Cabinet (DPMC) is leading work to enhance the 
resilience of New Zealand’s critical infrastructure system. To date, this work has been led by 
the Minister for National Security and Intelligence. Given its interface with related government 
infrastructure priorities, this briefing seeks your agreement to delegate leadership of this work 
programme to the Minister for Infrastructure.  

Recommendations 

We recommend you: 

1. note that, following a first phase of consultation in mid-2023, there was 

near unanimous support from government, industry, and political parties 

for this work programme. 

  

2. note it would be advantageous to align this work with other government 

infrastructure priorities. 
  

3. agree to delegate this work to the Minister for Infrastructure.   YES / NO 

4. direct officials to draft a letter to send to the Minister for Infrastructure 

confirming this delegation. 

 YES / NO 

5. agree the letter should highlight the importance of the Minister for 

Infrastructure consulting with the Minister for Regulation. 

 YES / NO 

6. agree to proactively release this report, subject to any appropriate 

redactions justified under the Official Information Act 1982.  

 YES / NO 

 
   

 

Julian Grey 

Acting Executive Director 

National Security Group 

Rt Hon Christopher Luxon 

Minister for National Security and 

Intelligence 

26/01/2024  …….../…….../…….. 
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Work is underway to develop a new regulatory framework to enhance 

critical infrastructure resilience 

New Zealand’s approach to delivering resilient critical infrastructure is out of step with 
global best practice and is no longer fit-for-purpose 

2. New Zealand’s history of underspending on resilience before adverse events exposes the 
Crown to bearing the high cost of infrastructure failure through response and recovery. 
Without change, the Crown’s annual contingent liability for natural hazards alone has been 
estimated to reach $3.3 billion per annum by 2050. Not only is this cost high and growing, it: 

• exacerbates a range of inequities within individual communities,  

• contributes to New Zealand’s widening infrastructure deficit, and  

• is significantly more expensive than well targeted investments in resilience.  

3. The challenges of a deteriorating national security environment, economic fragmentation, 
rapid uptake of new technologies, and climate change compound the urgent need for critical 
infrastructure entities to protect their assets against a growing set of risks, which can severely 
disrupt the provision of essential services.  

4. However, market forces are insufficient to compel critical infrastructure entities to invest 
appropriately in resilience so that they can withstand and recover from disruptive events. This 
is because the costs of enhancing resilience are borne directly by critical infrastructure 
entities, whereas the costs of failure are distributed more widely and often borne by taxpayers.  

5. New Zealand’s existing regulatory arrangements are insufficient to rectify this market failure. 
First, not all critical infrastructure sectors are subject to regulation (for example, data centres). 
Second, for sectors that are regulated, there is no consistency in how risks to assets are 
managed.  

6. This approach does not account for the significant interdependencies between sectors, which 
mean that disruptions in one sector can quickly cascade across the system. This was 
demonstrated during Cyclone Gabrielle, when power outages (caused by the fact that a 
substation was built on a flood plain) disrupted telecommunications, emergency services, 
payments systems and individual New Zealanders’ access to critical goods for a prolonged 
period.  

7. In response, and consistent with the recommendations of New Zealand’s first Infrastructure 
Strategy, DPMC was funded through Budget 2023 to develop a new, fit-for-purpose regulatory 
framework to enhance the resilience of the critical infrastructure system. Consistent with 
global best practice, the proposed regime would enable: 

• enforceable resilience standards to be set evenly across all critical infrastructure; 

• improved information sharing and gathering on hazards, threats, and vulnerabilities, to 
enable critical infrastructure entities to make well-informed investment decisions; 

• step-in powers to be exercised by Government to support critical infrastructure entities in 
managing significant national security risks; and  

• clearer accountabilities within Government for resilience of the system.  

8. In addition to protecting New Zealanders’ lives and livelihoods, such an approach would 
reduce costs,1 support economic growth, and provide a long-term source of comparative 

 
1  Research completed by the New Zealand Institute of Economic Research found that well targeted investments to enhance 

resilience can deliver benefits between four and 11 times the size of the initial outlay.  
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advantage that will attract foreign investment. It would also offer considerable benefits to 
critical infrastructure entities, including reducing the risk of them experiencing outages due to 
the failure of one of their suppliers as well as sustaining their access to reinsurance markets. 

9. Recognising these benefits, public consultation in mid-2023 confirmed there was near 
unanimous support for Government to do more to enhance the resilience of the critical 
infrastructure system. This endorsement came from all levels of New Zealand society – 
including individuals and academic researchers, asset owners and sector peak bodies, local 
and regional councils, iwi, and all parties of the former Parliament (including from the now 
Minister for Infrastructure in his previous role as Opposition Infrastructure spokesperson).  

10. It will require significant resources to implement a new regulatory regime that best positions 
critical infrastructure to survive during, and thrive after a disruption, but over the long term, 
this will deliver a better return for consumers, infrastructure providers, and the Crown. We 
therefore recommend that the Government continue to prioritise this work (with our intention 
being to conduct a second phase of consultation on specific reform options in mid-2024).  

Risks to delivering new legislation can be managed through all-of-government 
coordination and appropriate Ministerial leadership 

11. Delivering this project is complex, and there are a number of concurrent work programmes 
that have the potential to enable or block progress. Key Government priorities that this work 
needs to successfully interface with include:  

• resource management reforms, to ensure critical infrastructure entities can get consent 
for required investments;  

• expanding access to funding and financing for additional investments, including in respect 
of existing infrastructure assets; 

• climate change adaptation, to ensure that resilience requirements are consistent with 
broader adaptation objectives; 

• immigration, to ensure that critical infrastructure entities can access the labour they need; 
and 

• supply chain resilience, to ensure that critical infrastructure entities have continued access 
to goods and services. 

12. Given the number of related policies and DPMC’s limited resourcing, achieving system 
coherence will require contributions from many government departments and agencies. We 
consider that it would be highly advantageous for this work  to be assigned to a responsible 
Minister with oversight of the Government’s broader infrastructure priorities. We therefore 
recommend delegating leadership of this programme to the Minister for Infrastructure. If you 
agree, officials will draft a letter for you to send to the Minister for Infrastructure confirming this 
delegation. 

It will also be important to prioritise close partnerships with industry, even if that means it 
will take longer to deliver regulatory reform 

14. Australia’s recent experience in delivering similar regulatory reforms has highlighted the 
importance of progressing this work in a considered way that: 
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• builds enduring partnerships with industry and communities, recognising that these are 
shared challenges that require a collective response; 

• reduces regulatory duplication and complexity, consistent with legislative best practice; 
and 

• results in outcomes that deliver essential services to New Zealanders more consistently 
with fewer disruptions. 

15. To achieve this, we propose to: 

• supplement the planned second phase of public consultation with targeted engagement 
with industry experts; and  

• work towards the introduction of legislation in late-2025 (as detailed in Table 1). 

Table 1: Timeline for delivering legislation to enhance infrastructure resilience  

Month Milestones 

June 2024 Ministerial consultation on discussion document on reform options  

July 2024 Cabinet considers discussion document on reform options 

July – September 2024 Public consultation on specific reform options 

February 2025 Advice provided on preferred options to portfolio Ministers, as well 
as draft Cabinet paper to give effect to those options, and 
Regulatory Impact Assessment (RIA) describing their costs and 
benefits. 

Ministerial consultation on draft Cabinet paper and RIA.  

March 2025 Cabinet agreement to preferred options 

April – August 2025 Drafting of Resilience Bill  

September 2025 Officials provide draft Resilience Bill and LEG paper to Ministers 

October 2025 Ministerial consultation on Resilience Bill 

November 2025 Cabinet considers Resilience Bill for introduction. 

Resilience Bill introduced and referred to Select Committee 

16. This is approximately six months later than we had initially planned but allows us to consult 
widely and meet best practice for regulatory design. Accordingly, Ministerial agreement may 
be required to reprofile the budget allocation for this work. Additional advice on this will be 
provided in early-2024.  

Next steps  

17. If you decide to allocate responsibility for this work programme to the Minister for 
Infrastructure, we shall work with Cabinet Office to facilitate this delegation and liaise with his 
Office to brief him.  

18. Officials are available to discuss any aspect of this work with you or your colleagues. 
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Note the contents of this 
briefing.

26 February 2024, when you 
are scheduled to meet with 
DPMC officials.

Name Position Telephone 1st Contact

Bridget White Executive Director, 
National Security Group

Ryan Walsh Principal Advisor N/A

Departments/agencies consulted on Briefing

None on this briefing. However, substantive content developed in consultation with the Ministry of Foreign 
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Aide-Mémoire 
Critical infrastructure resilience  overview and 
upcoming milestones 

To: Hon Chris Bishop 
Minister for Infrastructure 

From: Bridget White, Executive 
Director, National Security  

Date: 22/02/2024 

Briefing Number: DPMC-2023/24-794 Security Level: [IN-CONFIDENCE] 

Purpose 

1. 

 

2. 

 

3. 
 

Executive Summary 

4. 

 

5. 

 

6. 
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7.

 

8. 

 

9. 
 

- 

 

10. 

 

11. 
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DPMC is leading the development of a systems-based regulatory 
framework to lift critical infrastructure resilience 

12. 
 

 

13. Our historic approach of underspending on resilience before adverse events exposes the 
Crown to bearing the high cost of infrastructure failure through response and recovery.  
Without change, t has been 
estimated to reach $3.3 billion per annum by 2050. This cost is high and growing, which: 

-   

-  

- 

 

14.  

 

15. 

 

16.  

- 
 

- 
 

17. 

 

- 

 

- 

 

- 
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-
 

- 
 

18.

19. 

 

- reduce the lifetime cost of delivering essential services,2  

-  

-  

-  

20.  

While reform offers significant benefits, there are trade-offs to balance 

21. 

 

- 

-  

 

22. 
 

-  

-  

- 
 

23. 
 

-  

- 
 

 

2    Research completed by the New Zealand Institute of Economic Research found that well targeted 
investments to enhance resilience can deliver economic benefits between four and 11 times the size of the 
initial outlay. 
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-
 

Success will depend on alignment with other Government priorities 

28. 

 

29.  

- 

 

- 
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30. 3

 

An ongoing partnership with industry and communities will be essential 

31. 
importance of progressing this work in a considered way that builds enduring partnerships 
with industry and communities. This recognises that the challenges facing our 
infrastructure system are shared by all New Zealanders and that no single party has all 
the relevant knowledge, capabilities, or resources to manage them. 

32. To help build the required social license, we completed a first round of public consultation 
in August 2023 focussed on building awareness of the current shortcomings in our settings 
and likely reforms required to address them. Submissions revealed near unanimous 

g from critical infrastructure owners and operators, local 
 

33. We intend to build on the success of this engagement by: 

- 

 

- 
  

34. Your leadership of this programme provides additional opportunities to build support for 
this work. Stakeholders, such as the Telecommunications Forum, are seeking assurances 
that the related programmes referred to above are delivered in a coordinated way. The 
significant overlap in stakeholders across your portfolios provides you with an opportunity 
to communicate that the Government understands the need for  and is committed to 
delivering on  this alignment, in partnership with industry and communities.  

35. Consistent with this, we have prepared some general talking points to support you in 
talking about this work programme at Attachment C. We will also be considering 
opportunities for you to lead public discussions on these proposals during consultation. 

Upcoming milestones that will require your attention 

36. 

 

 
3    This includes the Treasury, Ministry for the Environment, Department of Internal Affairs, Government 

Communications Security Bureau, Reserve Bank of New Zealand, New Zealand Transport Agency, the 
National Emergency Management Agency, Ministry of Business, Innovation and Employment, Ministry of 
Transport, and the Infrastructure Commission. 
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May 2024 Report provided to you with draft Discussion Document and 
Cabinet Paper for your approval 

June 2024 Ministerial consultation on Discussion Document on reform 
options  

  

July  September 
2024 

 

October 2024  

 
 

 

  

April  August 2025  

 Draft Resilience Bill and LEG paper provided to you for 
approval 

 Ministerial consultation on Resilience Bill 

 Cabinet considers Resilience Bill for introduction 
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Bridget White 
Executive Director 
National Security Group 

Hon Chris Bishop 
Minister for Infrastructure  

22/02/2024   

 

Attachments: Title: Security classification: 

Attachment A: Overview of proposed regulatory features 

Attachment B: Overview of related government programmes 

Attachment C: Key messages for stakeholders 

 

Contact for telephone discussion:  

Bridget White  Executive Director, National Security 
National Security Group 

  

Ryan Walsh  Principal Advisor   
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9(2)(g)(ii)

9(2)(g)(ii)
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Attachment A: Overview of proposed regulatory features

1. 
 

- 
 

-  

- 
 

- 
 

2. 
 

3.  

 

4. 

 

-  

- 
 

- 
 

- 
 

5. 

 

- 
4 

- 

 

- 
 

6.  

 
4    Research completed by the New Zealand Institute of Economic Research found that well-targeted 

investments to enhance resilience can deliver benefits between four and 11 times the size of the initial outlay. 
See: https://www.dia.govt.nz/diawebsite.nsf/Files/Central-Local-Government-Partnerships/$file/NZIER-
Natural-hazards-mitigation-report-2020.pdf   
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-

 

- 

 

 

7. 

 

- 
 

- 
 

- 
5

 

8. 

 

9. 

 

10. 

 

11. 

 

12. 

 

 
5  Normalcy bias is a cognitive bias which leads people to disbelieve or minimise threat warnings. Consequently, 

   individuals underestimate the likelihood of a disaster, when it might affect them, and its potential adverse 
effects. 
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13. 
 

 

14. 

 

15. 

 

- 
 

- 
 

16. 

 

 

17. 

 

18. 

 

- 

 

- 
 

-  

19. 
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Attachment B: Overview of related government work programmes 

1. 

 

 

   

Resource 
management 

Resource 
Management 

- 

 

o 

 

o 
 

Infrastructure 
funding and 
financing (inc. the 
National 
Infrastructure 
Agency) 

Associate 
Finance 
(Bishop) 

- 

 

- 

 

 
 

- 

 

Increase housing 
supply 

 - 
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Climate change 
adaptation  

- 

 

- 

 

 
 

- 

 

- 

 

  

- 

 

o 

 

o 
 

Emergency 
management  

- 
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 Local 
Government 

- 

 

 

Local 
Government 

- 

 

 

 - 
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Attachment C: Key messages for stakeholders 

Update to your Ministerial responsibilities 

- 
 

-  

- 
 

- 

 
 

- 
 

Context of the critical infrastructure resilience work programme 

- 
 

- 

 

- 

 

- 

 

-  

o 
 

o  

o 
 

- 
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Progress to date and next steps

- 
 

- 

 

-  

o 
 

o 

 

o 
 

- 

 

What are the limitations of our current regulatory settings? 

- 

  

- 

 

- 

 

Will this work increase the costs of accessing essential services? 

- 

 

- 

 

- 

 

- 
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